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Compliance is humanitarianism

Compliance is a force for moral good



Hypotheses: 
• Financial crime is far from victimless, although it may appear to be
• These crimes impose a range of enormous direct and indirect costs on 

society (and companies are victims too!) 
• Criminals are in it for the money and critically depend on (witting and 

unwitting) professional facilitators, including bankers and lawyers
• One of the best ways to combat global crime and all its ills is to 

disrupting financial crime – compliance is a force for moral good

• Doing even the basics can make a difference  



The victims and 
the cost 



“Crime doesn’t pay”



The 2018 True Cost of Financial 
Crime Report

Conducted March 2018

• 2,373 respondents

• 19 countries

• 100% senior management or 

• C-suite

• $17.4B turnover







$1.6 to $2.2 trillion



Counterfeiting $923 billion to $1.13 trillion

Drug trafficking $426 to $652 billion

Human slavery & trafficking $150.2 billion

Illegal logging $52 – $157 billion

Illegal fishing $15.5 – $36.4 billion

Illegal mining $12 – $48 billion

Crude oil theft $5.2 – $11.9 billion

Illegal wildlife trade $5 – $23 billion



What do we do? 





$207 million

seized in 

Mexico city 

in 2007 

Cash is insecure and inconvenient 



Environmental 
Crime

Financial Crime 

Bribery &
Corruption

Conflict Minerals

Slavery & Human 
Rights Abuse



A Risk-Based Approach to Managing Customer Risk

Collect sufficient 

information about 

clients to manage 

your customer 

risk. Including 

source of funds, 

nature of business 

and UBO. Not 

just ID&V.

Customer 

onboarding

Determine any 

AML/CFT, 

political, 

geographic, or 

sectoral

risks associated

with your client or 

prospective client.

Understand

the risks

Conduct due 

diligence by 

screening clients 

against global PEP, 

sanctions, law 

enforcement, and 

FATF-related 

adverse media 

data.

Screening 

clients 

Conduct detailed 

background 

checks on any 

heightened risk 

individuals or 

entities to further 

protect against 

regulatory and 

reputational 

damage.

Further due 

diligence 

required

Continuously 

monitor clients for 

any change in 

status and risk 

levels. This 

includes re-

screening and 

transaction 

monitoring. 

Ongoing

monitoring

Take steps to 

mitigate risks 

identified 

(including by 

exiting), and report 

suspicious 

transactions to 

regulators

Risk 

management & 

reporting

Roll out a detailed 

compliance 

training program 

to all internal staff. 

Being able to 

identify possible 

AML/CFT risks is 

a key job 

requirement for all 

staff.

Train and 

educate
Y/N


